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Abstract of the contribution: While anchor change is complex for IP based PDU Sessions, an Ethernet PDU Session can change the anchor with the proposed mechanism in a much simpler way.
Discussion
Key Issue #3: Enhancement of Session Continuity during UE Mobility addresses, among other things, the relocation of the PDU Session Anchor (PSA) for URLLC services. Optimizations have been discussed based on SSC mode 3. However, SSC mode 3 (and similarly SSC mode 2) are applicable for IP based PDU Sessions, whereas Ethernet based PDU Sessions are also of high interest, e.g., for industrial deployments. 

In the case of IP based PDU sessions, the PSA change is made difficult by the fact that a new PSA also requires a new IP address to be assigned to the UE, which requires the establishment of a new PDU session for the new PSA. In the case of Ethernet, however, a new PSA does not require any address change. While IP addresses have a topological significance corresponding to the PSA where they are assigned, Ethernet MAC addresses have no topological significance. In an Ethernet subnetwork, forwarding is performed either by MAC learning, or based on a central controller which configures the forwarding rules of the switches. In both cases, the forwarding can be updated after a PSA change. 
This means that the PSA change procedure can be simplified in the case of Ethernet PDU Sessions, compared to the IP PDU Sessions: we can change the PSA of an existing PDU Session without requiring the release of the session or the setup of a new session, and in this way, we can also avoid the UE impacts that are required for SSC modes 2 and 3. 

We are proposing a solution for such a simplified change of the PSA, which is illustrated in the figure below. Originally the Ethernet PDU Session is set up via the Source gNB and the Source UPF acting as the PSA. The Source UPF maintains an Ethernet context which includes the MAC address of the UE that the Source UPF has learned. It is possible to store multiple MAC addresses in case multiple MAC addresses are reachable via the UE. The Ethernet context is replicated in the SMF. 
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An anchor change is typically triggered by a change in the RAN node, for example in the case of a handover. The SMF determines the need for changing the anchor, selects the Target UPF when necessary, and establishes the N4 session at the Target UPF. The Ethernet context is also sent to the Target UPF. Based on the information in the Ethernet context, the Target UPF may take action to update the Ethernet forwarding in the data network. 
· In case the Ethernet subnetwork uses forwarding based on MAC learning, then the fast update of the Ethernet forwarding can be achieved by the Target UPF generating an Ethernet frame with the UE’s MAC address as the source and flooding that frame in the Ethernet subnet. Such a frame could e.g., be a broadcast Ethernet frame. It may be possible to send multiple such frames to protect against frame losses or transient forwarding effects. Note that the Ethernet forwarding would eventually be updated without generating such an Ethernet frame as well, when the UE sends an uplink Ethernet frame; but in that case the update of the forwarding is slower. 
· In case the Ethernet subnetwork uses forwarding based on a centralized controller setting the forwarding rules of the Ethernet switches then the update of the Ethernet forwarding rules can be achieved by the Target UPF notifying the central controller that the given MAC address is now reachable at the new address. 

When the Ethernet context includes multiple MAC addresses, the above is performed for each MAC address one by one. After the Target UPF is set up for the given UE, the RAN is notified about the change in the UPF, and the Source UPF can be released. 
Proposal
It is proposed to add a new solution to TR 23.725 as follows (ALL PROPOSED TEXT BELOW ARE NEW).
* * * * Start of Change * * * *
6.X
Solution for Key Issue #3: Anchor change for Ethernet PDU Session 
6.X.1
Description

The solution allows for Ethernet PDU Sessions to change the PSA while the session remains set up. Originally the Ethernet PDU Session goes via the Source gNB and the Source UPF acting as the PSA. The Source UPF maintains an Ethernet context which includes the MAC address of the UE that the Source UPF has learned. It is possible to store multiple MAC addresses in case multiple MAC addresses are reachable via the UE. The Ethernet context is replicated in the SMF. 
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Figure 6.X.1-1: Solution architecture

An anchor change is typically triggered by a change in the RAN node, for example in the case of a handover. The SMF determines the need for changing the anchor, selects the Target UPF when necessary, and establishes the N4 session at the Target UPF. The Ethernet context is also sent to the Target UPF. Based on the information in the Ethernet context, the Target UPF may take action to update the Ethernet forwarding in the data network. 

· In case the Ethernet subnetwork uses forwarding based on MAC learning, then the fast update of the Ethernet forwarding can be achieved by the Target UPF generating an Ethernet frame with the UE’s MAC address as the source and flooding that frame in the Ethernet subnet. Such a frame could e.g., be a broadcast Ethernet frame. It may be possible to send multiple such frames to protect against frame losses or transient forwarding effects. Note that the Ethernet forwarding would eventually be updated without generating such an Ethernet frame as well, when the UE sends an uplink Ethernet frame; but in that case the update of the forwarding is slower.
· In case the Ethernet subnetwork uses forwarding based on a centralized controller setting the forwarding rules of the Ethernet switches, then the update of the Ethernet forwarding rules can be achieved by the Target UPF notifying the central controller that the given MAC address is now reachable at the new address. 

When the Ethernet context includes multiple MAC addresses, the above is performed for each MAC address one by one. After the Target UPF is set up for the given UE, the RAN is notified about the change in the UPF, and the Source UPF can be released. 
6.X.2
Procedures

The figure below illustrates the solution in the case of an Xn based handover in the 5G system from the Source gNB to the Target gNB. Note that the solution is similarly applicable for other procedures as well when the RAN node is changed. 
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Figure 6.X.2-1: Procedure for anchor change

Initially, the Ethernet PDU Session is established with the user data going via Source gNB and Source UPF. The Source UPF acts as the PSA.

1. The Source UPF informs the SMF about the Ethernet context, i.e. any information maintained related to the Ethernet network that the UPF interfaces with. Specifically, this contains the MAC address (or addresses) that the UPF has learned from the UE side. In case of any changes in the Ethernet context, the change is updated to the SMF so that the SMF maintains an up-to-date copy of the Ethernet context in the UPF. This signaling may be realized based on the N4 reporting procedure.

2. The UPF’s report is acknowledged. 

3. An Xn handover is prepared in RAN, followed by data forwarding from Source to Target gNB. 

4. Handover is executed in RAN, and the UE connects to Target gNB. After that, uplink data can pass through via the Target gNB and Source UPF. 

5. Target gNB initiates Path Switch Request to the AMF to perform the switching of the user plane in the CN. 

6. The path switch is signaled from AMF to SMF. 

7. The SMF decides that the PSA is to be changed for the Ethernet PDU Session, and selects the Target UPF that will act as the new PSA. 

8. The Target UPF N4 session is established, including the RAN node’s tunnel endpoint to be used between the gNB-UPF. The Ethernet context is also sent from the SMF to the Target UPF. 

9. The establishment of the new N4 session is acknowledged from the Target UPF to the SMF. 

10. The Ethernet forwarding may be updated in the Ethernet subnetwork. In case the Ethernet network is using MAC learning, the fast update of the forwarding can be established by the Target UPF generating a new Ethernet frame that is flooded in the Ethernet subnetwork with the UE’s MAC address as the source. Such an Ethernet frame could e.g., a broadcast frame. It may be possible to send multiple such frames to protect against frame losses or transient forwarding effects. In the case of a central controller in the Ethernet network which sets the forwarding tables, the central controller is instructed that the given MAC address is reachable at the new location. When multiple MAC addresses are present in the Ethernet context, this step is repeated for each MAC address. From this point on, downlink frames may be forwarded towards the Target gNB. 

11. Path switch is acknowledged from the SMF to the AMF. This signaling also includes the tunnel endpoint at the target UPF for the gNB-UPF tunnel. 

12. Path switch is acknowledged from the AMF to the Target gNB. This signaling also includes the tunnel endpoint at the target UPF for the gNB-UPF tunnel. From this point on, uplink frames can pass via the Target gNB and the Target UPF. 

13. The N4 session is released at the Source UPF. This triggers the Source UPF to send an end marker via the Source gNB to the Target gNB. After this, the Target gNB knows that it does not need to expect further frames from the Source gNB. The user plane is now switched and goes via Target gNB and Target UPF in both uplink and downlink. 

14. The N4 session release is acknowledged from the Target UPF to the SMF. Note that it can be possible to perform steps 13-14 earlier, but after step 9. 
6.X.3
Impacts on Existing Nodes and Functionality

The solution has the following impact on the nodes. 

SMF:

· Store the Ethernet context including one or more MAC addresses based on reporting from the UPF

UPF:

· Report the Ethernet context including one or more MAC addresses 

· Update the Ethernet forwarding in the Ethernet subnetwork after the SMF has established a new N4 session at a new UPF and the Ethernet context has been sent to the new UPF. 
6.X.4
Solution Evaluation

Editor's Note: This clause provides an evaluation of this solution.
* * * * End of Changes * * * *
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